
USAM Insert 
 
9-47.120 – FCPA Corporate Enforcement Policy 
 
1. Credit for Voluntary Self-Disclosure, Full Cooperation, and Timely and 

Appropriate Remediation in FCPA Matters 
 
Due to the unique issues presented in FCPA matters, including their inherently 
international character and other factors, the FCPA Corporate Enforcement Policy 
is aimed at providing additional benefits to companies based on their corporate 
behavior once they learn of misconduct.  When a company has voluntarily self-
disclosed misconduct in an FCPA matter, fully cooperated, and timely and 
appropriately remediated, all in accordance with the standards set forth below, there 
will be a presumption that the company will receive a declination absent 
aggravating circumstances involving the seriousness of the offense or the nature of 
the offender.  Aggravating circumstances that may warrant a criminal resolution 
include, but are not limited to, involvement by executive management of the 
company in the misconduct; a significant profit to the company from the 
misconduct; pervasiveness of the misconduct within the company; and criminal 
recidivism.    
 
If a criminal resolution is warranted for a company that has voluntarily self-
disclosed, fully cooperated, and timely and appropriately remediated, the Fraud 
Section: 

 
• will accord, or recommend to a sentencing court, a 50% reduction off of the 

low end of the U.S. Sentencing Guidelines (U.S.S.G.) fine range, except in 
the case of a criminal recidivist; and 
 

• generally will not require appointment of a monitor if a company has, at the 
time of resolution, implemented an effective compliance program.    

 
To qualify for the FCPA Corporate Enforcement Policy, the company is required 
to pay all disgorgement, forfeiture, and/or restitution resulting from the misconduct 
at issue. 

 
2. Limited Credit for Full Cooperation and Timely and Appropriate 

Remediation in FCPA Matters Without Voluntary Self-Disclosure 
 
If a company did not voluntarily disclose its misconduct to the Department of 
Justice (the Department) in accordance with the standards set forth above, but later 
fully cooperated and timely and appropriately remediated in accordance with the 
standards set forth above, the company will receive, or the Department will 
recommend to a sentencing court, up to a 25% reduction off of the low end of the 
U.S.S.G. fine range.      

 



3. Definitions 
 

a. Voluntary Self-Disclosure in FCPA Matters 
 
In evaluating self-disclosure, the Department will make a careful assessment of the 
circumstances of the disclosure.  The Department will require the following items 
for a company to receive credit for voluntary self-disclosure of wrongdoing: 
 

• The voluntary disclosure qualifies under U.S.S.G. § 8C2.5(g)(1) as 
occurring “prior to an imminent threat of disclosure or government 
investigation”;  
 

• The company discloses the conduct to the Department “within a reasonably 
prompt time after becoming aware of the offense,” with the burden being 
on the company to demonstrate timeliness; and 

 
• The company discloses all relevant facts known to it, including all relevant 

facts about all individuals involved in the violation of law. 
 

b. Full Cooperation in FCPA Matters 
 

In addition to the provisions contained in the Principles of Federal Prosecution of 
Business Organizations, see USAM 9-28.000, the following items will be required 
for a company to receive credit for full cooperation for purposes of USAM 9-47-
120(1) (beyond the credit available under the U.S.S.G.): 
 

• As set forth in USAM § 9-28.720, disclosure on a timely basis of all facts 
relevant to the wrongdoing at issue, including: all relevant facts gathered 
during a company’s independent investigation; attribution of facts to 
specific sources where such attribution does not violate the attorney-client 
privilege, rather than a general narrative of the facts; timely updates on a 
company’s internal investigation, including but not limited to rolling 
disclosures of information; all facts related to involvement in the criminal 
activity by the company’s officers, employees, or agents; and all facts 
known or that become known to the company regarding potential criminal 
conduct by all third-party companies (including their officers, employees, 
or agents); 

 
• Proactive cooperation, rather than reactive; that is, the company must timely 

disclose facts that are relevant to the investigation, even when not 
specifically asked to do so, and, where the company is or should be aware 
of opportunities for the Department to obtain relevant evidence not in the 
company’s possession and not otherwise known to the Department, it must 
identify those opportunities to the Department; 

 



• Timely preservation, collection, and disclosure of relevant documents and 
information relating to their provenance, including (a) disclosure of 
overseas documents, the locations in which such documents were found, 
and who found the documents, (b) facilitation of third-party production of 
documents, and (c) where requested and appropriate, provision of 
translations of relevant documents in foreign languages; 

 
o Note: Where a company claims that disclosure of overseas 

documents is prohibited due to data privacy, blocking statutes, or 
other reasons related to foreign law, the company bears the burden 
of establishing the prohibition.  Moreover, a company should work 
diligently to identify all available legal bases to provide such 
documents; 

 
• Where requested, de-confliction of witness interviews and other 

investigative steps that a company intends to take as part of its internal 
investigation with steps that the Department intends to take as part of its 
investigation; and 

 
• Where requested, making available for interviews by the Department those 

company officers and employees who possess relevant information; this 
includes, where appropriate and possible, officers, employees, and agents 
located overseas as well as former officers and employees (subject to the 
individuals’ Fifth Amendment rights), and, where possible, the facilitation 
of third-party production of witnesses. 

 
c. Timely and Appropriate Remediation in FCPA Matters 
 

The following items will be required for a company to receive full credit for timely 
and appropriate remediation for purposes of USAM 9-47-120(1) (beyond the credit 
available under the U.S.S.G.): 
   

• Demonstration of thorough analysis of causes of underlying conduct (i.e., a 
root cause analysis) and, where appropriate, remediation to address the root 
causes; 

 
• Implementation of an effective compliance and ethics program, the criteria 

for which will be periodically updated and which may vary based on the 
size and resources of the organization, but may include: 

 
o The company’s culture of compliance, including awareness among 

employees that any criminal conduct, including the conduct 
underlying the investigation, will not be tolerated; 
 

o The resources the company has dedicated to compliance; 
 



o The quality and experience of the personnel involved in compliance, 
such that they can understand and identify the transactions and 
activities that pose a potential risk; 
 

o The authority and independence of the compliance function and the 
availability of compliance expertise to the board; 
 

o The effectiveness of the company’s risk assessment and the manner 
in which the company’s compliance program has been tailored 
based on that risk assessment; 
 

o The compensation and promotion of the personnel involved in 
compliance, in view of their role, responsibilities, performance, and 
other appropriate factors;  
 

o The auditing of the compliance program to assure its effectiveness; 
and 
 

o The reporting structure of any compliance personnel employed or 
contracted by the company. 

 
• Appropriate discipline of employees, including those identified by the 

company as responsible for the misconduct, either through direct 
participation or failure in oversight, as well as those with supervisory 
authority over the area in which the criminal conduct occurred;  
 

• Appropriate retention of business records, and prohibiting the improper 
destruction or deletion of business records, including prohibiting employees 
from using software that generates but does not appropriately retain 
business records or communications; and 

 
• Any additional steps that demonstrate recognition of the seriousness of the 

company’s misconduct, acceptance of responsibility for it, and the 
implementation of measures to reduce the risk of repetition of such 
misconduct, including measures to identify future risks. 

 
4. Comment 
 
Cooperation Credit:  Cooperation comes in many forms.  Once the threshold 
requirements set out at USAM § 9-28.700 have been met, the Department will 
assess the scope, quantity, quality, and timing of cooperation based on the 
circumstances of each case when assessing how to evaluate a company’s 
cooperation under the FCPA Corporate Enforcement Policy.   
 
“De-confliction” is one factor that the Department may consider in determining the 
credit that a company will receive for cooperation.  The Department’s requests to 



defer investigative steps, such as the interview of company employees or third 
parties, will be made for a limited period of time and will be narrowly tailored to a 
legitimate investigative purpose (e.g., to prevent the impeding of a specified aspect 
of the Department’s investigation).  Once the justification dissipates, the 
Department will notify the company that the Department is lifting its request. 
   
Where a company asserts that its financial condition impairs its ability to cooperate 
more fully, the company will bear the burden to provide factual support for such an 
assertion.  The Department will closely evaluate the validity of any such claim and 
will take the impediment into consideration in assessing whether the company has 
fully cooperated.   
 
As set forth in USAM 9-28.720, eligibility for full cooperation credit is not 
predicated upon waiver of the attorney-client privilege or work product protection, 
and none of the requirements above require such waiver.  Nothing herein alters that 
policy, which remains in full force and effect.  Furthermore, not all companies will 
satisfy all the components of full cooperation for purposes of USAM 9-47.120(2) 
and (3)(b), either because they decide to cooperate only later in an investigation or 
they timely decide to cooperate but fail to meet all of the criteria listed above.  In 
general, such companies will be eligible for some cooperation credit if they meet 
the criteria of USAM § 9-28.700, but the credit generally will be markedly less than 
for full cooperation, depending on the extent to which the cooperation was lacking.   
 
Remediation:  In order for a company to receive full credit for remediation and avail 
itself of the benefits of the FCPA Corporate Enforcement Policy, the company must 
have effectively remediated at the time of the resolution.    
 
The requirement that a company pay all disgorgement, forfeiture, and/or restitution 
resulting from the misconduct at issue may be satisfied by a parallel resolution with 
a relevant regulator (e.g., the United States Securities and Exchange Commission). 
 
Public Release:  A declination pursuant to the FCPA Corporate Enforcement Policy 
is a case that would have been prosecuted or criminally resolved except for the 
company’s voluntary disclosure, full cooperation, remediation, and payment of 
disgorgement, forfeiture, and/or restitution.  If a case would have been declined in 
the absence of such circumstances, it is not a declination pursuant to this Policy.  
Declinations awarded under the FCPA Corporate Enforcement Policy will be made 
public.  

 



U. S. Department of Justice 

Office of the Deputy Attorney General 

T he Deputy Attorney General Washington, D.C. 20530 

May 9, 2018 

TO: Heads of Department Components 
United States Attorneys 

CC: DOJ Working Group on Corporate Enforcement & Accountability 

FROM: RodJ. Rosenst~ 
Deputy Attorney General 

SUBJECT: Policy on Coordination of Corporate Resolution Penalties 

Corporate enforcement, like other criminal and civil enforcement, must be guided by the 
rule of law. In reaching corporate resolutions, the Department should consider the totality of 
fines, penalties, and/or forfeiture imposed by all Department components as well as other law 
enforcement agencies and regulators in an effort to achieve an equitable result. 

Attached for your attention are new provisions to be incorporated in the U.S. Attorneys' 
Manual. These provisions recognize the Department's commitment to fairness, as well as the 
strength of our partnerships with law enforcement agencies and regulators in the United States 
and abroad. 

We are committed to rooting out and punishing corporate offenders, including through 
coordinated investigations and resolutions that fully vindicate the public interest. The 
Department also recognizes the value of corporate voluntary disclosures ofmisconduct and 
cooperation by responsible corporate actors. In appropriate cases, coordination and balancing of 
corporate resolution penalties furthers those aims. 

Thank you for sharing your helpful suggestions on this matter, and for your dedicated 
work to serve the American people. 



New Section in USAM Title 1 

1-12.100 - Coordination of Corporate Resolution Penalties in Parallel and/or 
Joint Investigations and Proceedings Arising from the Same Misconduct 

In parallel and/or joint corporate investigations and proceedings involving 
multiple Department components and/or other federal, state, or local enforcement 
authorities, Department attorneys should remain mindful of their ethical 
obligation not to use criminal enforcement authority unfairly to extract, or to 
attempt to extract, additional civil or administrative monetary payments. 

In addition, in resolving a case with a company that multiple Department 
components are investigating for the same misconduct, Department attorneys 
should coordinate with one another to avoid the unnecessary imposition of 
duplicative fines, penalties, and/or forfeiture against the company. Specifically, 
Department attorneys from each component should consider the amount and 
apportionment of fines, penalties, and/or forfeiture paid to the other components 
that are or will be resolving with the company for the same misconduct, with the 
goal of achieving an equitable result. 

The Department should also endeavor, as appropriate, to coordinate with and 
consider the amount of fines, penalties, and/or forfeiture paid to other federal, 
state, local, or foreign enforcement authorities that are seeking to resolve a case 
with a company for the same misconduct. 

The Department should consider all relevant factors in determining whether 
coordination and apportionment between Department components and with other 
enforcement authorities allows the interests ofjustice to be fully vindicated. 
Relevant factors may include, for instance, the egregiousness of a company's 
misconduct; statutory mandates regarding penalties, fines, and/or forfeitures; the 
risk of unwarranted delay in achieving a final resolution; and the adequacy and 
timeliness of a company's disclosures and its cooperation with the Department, 
separate from any such disclosures and cooperation with other relevant 
enforcement authorities. 

This provision does not prevent Department attorneys from considering additional 
remedies in appropriate circumstances, such as where those remedies are designed 
to recover the government's money lost due to the misconduct or to provide 
restitution to victims. 

1 



New Cross-Reference in USAM Title 9 [indicated in gray) 

9-28.1200 - Civil or Regulatory Alternatives 

A. General Principle: Prosecutors should consider whether non-criminal 
alternatives would adequately deter, punish, and rehabilitate a corporation that has 
engaged in wrongful conduct. In evaluating the adequacy of non-criminal 
alternatives to prosecution-e.g., civil or regulatory enforcement actions-the 
prosecutor should consider all relevant factors, including: 

1. the sanctions available under the alternative means of disposition; 
2. the likelihood that an effective sanction will be imposed; and 
3. the effect of non-criminal disposition on federal law enforcement 
interests. 
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FROM: Brian A. Benczko 
Assistant Attorney 

U.S. Department of Justice 

Criminal Division 

Office of the Assistant Attorney General Washington, D.C. 20530 

October 11,2018 

TO: All Criminal Division Personnel 

SUBJECT: Selection of Monitors in Criminal Division Matters 

The purpose of this memorandum is to establish standards, policy, and procedures for the 
selection of monitors in matters being handled by Criminal Division attorneys.' This 
memorandum supplements the guidance provided by the memorandum entitled, "Selection and 
Use of Monitors in Deferred Prosecution Agreements and Non-Prosecution Agreements with 
Corporations," issued by then-Acting Deputy Attorney General, Craig S. Morford (hereinafter 
referred to as the "Morford Memorandum" or "Memorandum").2  The standards, policy, and 
procedures contained in this memorandum shall apply to all Criminal Division determinations 
regarding whether a monitor is appropriate in specific cases and to any deferred prosecution 
agreement ("DPA"), non-prosecution agreement ("NPA"), or plea agreement3  between the 
Criminal Division and a business organization which requires the retention of a monitor. 

A. Principles for Determining Whether a Monitor is Needed in Individual Cases 

Independent corporate monitors can be a helpful resource and beneficial means of assessing 
a business organization's compliance with the terms of a corporate criminal resolution, whether a 
DPA, NPA, or plea agreement. Monitors can also be an effective means of reducing the risk of a 
recurrence of the misconduct and compliance lapses that gave rise to the underlying corporate 
criminal resolution. 

1  The contents of this memorandum provide internal guidance to Criminal Division attorneys on legal issues. Nothing 
in it is intended to create any substantive or procedural rights, privileges, or benefits enforceable in any administrative, 
civil, or criminal matter by prospective or actual witnesses or parties. This memorandum supersedes the June 24,2009 
Criminal Division memorandum on monitor selection. 
2  The Morford Memorandum requires each Department component to "create a standing or ad hoc committee... of 
prosecutors to consider the selection or veto, as appropriate, of monitor candidates." The memorandum also requires 
that the Committee include an ethics advisor, the Section Chief of the involved Department component, and one other 
experienced prosecutor. 
3  Although the Morford Memorandum applies only to DPAs and NPAs, this memorandum makes clear that the 
Criminal Division shall apply the same principles to plea agreements that impose a monitor so long as the court 
approves the agreement. 
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Despite these benefits, the imposition of a monitor will not be necessary in many corporate 
criminal resolutions, and the scope of any monitorship should be appropriately tailored to address 
the specific issues and concerns that created the need for the monitor.  The Morford Memorandum 
explained that, “[a] monitor should only be used where appropriate given the facts and 
circumstances of a particular matter[,]” and set forth the two broad considerations that should guide 
prosecutors when assessing the need and propriety of a monitor:  “(1) the potential benefits that 
employing a monitor may have for the corporation and the public, and (2) the cost of a monitor 
and its impact on the operations of a corporation.”  The Memorandum also made clear that a 
monitor should never be imposed for punitive purposes. 
 

This memorandum elaborates on those considerations.  In evaluating the “potential benefits” 
of a monitor, Criminal Division attorneys should consider, among other factors:  (a) whether the 
underlying misconduct involved the manipulation of corporate books and records or the 
exploitation of an inadequate compliance program or internal control systems; (b) whether the 
misconduct at issue was pervasive across the business organization or approved or facilitated by 
senior management; (c) whether the corporation has made significant investments in, and 
improvements to, its corporate compliance program and internal control systems; and (d) whether 
remedial improvements to the compliance program and internal controls have been tested to 
demonstrate that they would prevent or detect similar misconduct in the future.  

 
Where misconduct occurred under different corporate leadership or within a compliance 

environment that no longer exists within a company, Criminal Division attorneys should consider 
whether the changes in corporate culture and/or leadership are adequate to safeguard against a 
recurrence of misconduct.  Criminal Division attorneys should also consider whether adequate 
remedial measures were taken to address problem behavior by employees, management, or third-
party agents, including, where appropriate, the termination of business relationships and practices 
that contributed to the misconduct. In assessing the adequacy of a business organization’s 
remediation efforts and the effectiveness and resources of its compliance program, Criminal 
Division attorneys should consider the unique risks and compliance challenges the company faces, 
including the particular region(s) and industry in which the company operates and the nature of 
the company’s clientele.   

 
In weighing the benefit of a contemplated monitorship against the potential costs, Criminal 

Division attorneys should consider not only the projected monetary costs to the business 
organization, but also whether the proposed scope of a monitor’s role is appropriately tailored to 
avoid unnecessary burdens to the business’s operations.   

 
In general, the Criminal Division should favor the imposition of a monitor only where there 

is a demonstrated need for, and clear benefit to be derived from, a monitorship relative to the 
projected costs and burdens. Where a corporation’s compliance program and controls are 
demonstrated to be effective and appropriately resourced at the time of resolution, a monitor will 
likely not be necessary.    
  
B. Approval, Consultation, and Concurrence Requirement for Monitorship Agreements 

 
Before agreeing to the imposition of a monitor in any case, the Criminal Division attorneys 

handling the matter must first receive approval from their supervisors, including the Chief of the 
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relevant Section, as well as the concurrence of the Assistant Attorney General (“AAG”) for the 
Criminal Division or his/her designee, who in most cases will be the Deputy Assistant Attorney 
General (“DAAG”) with supervisory responsibility for the relevant Section.   

 
C. Terms of Criminal Division Monitorship Agreements   
 

As a preliminary matter, any DPA, NPA, or plea agreement between the Criminal Division 
and a business organization which requires the retention of a monitor (hereinafter referred to as 
the “Agreement”), should contain the following: 
 

1. A description of the monitor’s required qualifications; 
 

2. A description of the monitor selection process; 
 

3. A description of the process for replacing the monitor during the term of the 
monitorship, should it be necessary; 
 

4. A statement that the parties will endeavor to complete the monitor selection process 
within sixty (60) days of the execution of the underlying agreement;  
 

5. An explanation of the responsibilities of the monitor and the monitorship’s scope; and 
 

6. The length of the monitorship. 
 

D. Standing Committee on the Selection of Monitors  
 

The Criminal Division shall create a Standing Committee on the Selection of Monitors (the 
“Standing Committee”). 
 

1. Composition of the Standing Committee:  
 

The Standing Committee shall comprise: (1) the DAAG with supervisory responsibility for 
the Fraud Section, or his/her designee;4 (2) the Chief of the Fraud Section (or other relevant 
Section, if not the Fraud Section), or his/her designee;5 and (3) the Deputy Designated Agency 
Ethics Official for the Criminal Division.6  Should further replacements not contemplated by this 
paragraph be necessary for a particular case, the DAAG with supervisory responsibility for the 
Fraud Section will appoint any temporary, additional member of the Standing Committee for the 
particular case. 

 

                                                           
4 Should the DAAG be recused from a particular case, the Assistant Attorney General will appoint a representative to 
fill the DAAG’s position on the Standing Committee. 
5 Should the Chief of the Section be recused from a particular case, he/she will be replaced by the Principal Deputy 
Chief or Deputy Chief with supervisory responsibility over the matter.  
6 Should the Deputy Designated Agency Ethics Official for the Criminal Division be recused from a particular case, 
he/she will be replaced by the Alternate Deputy Designated Agency Ethics Official for the Criminal Division or his/her 
designee. 
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The DAAG with supervisory authority over the Fraud Section, or his/her designee, shall be 
the Chair of the Standing Committee, and shall be responsible for ensuring that the Standing 
Committee discharges its responsibilities.  

 
All Criminal Division employees involved in the selection process, including Standing 

Committee Members, should be mindful of their obligations to comply with the conflict-of-interest 
guidelines set forth in 18 U.S.C. Section 208, 5 C.F.R. Part 2635 (financial interest), and 28 C.F.R. 
Part 45.2 (personal or political relationship), and shall provide written certification of such 
compliance to the Deputy Designated Agency Ethics Official for the Criminal Division as soon as 
practicable, but no later than the time of the submission of the Monitor Recommendation 
Memorandum to the Assistant Attorney General for the Criminal Division (“the AAG”). 
 

2. Convening the Standing Committee:  
 

The Chief of the relevant Section entering into the Agreement should notify the Chair of the 
Standing Committee as soon as practicable that the Standing Committee will need to convene.  
Notice should be provided as soon as an agreement in principle has been reached between the 
government and the business organization that is the subject of the Agreement (hereinafter referred 
to as the “Company”), but not later than the date the Agreement is executed.  The Chair will arrange 
to convene the Standing Committee meeting as soon as practicable after receiving the Monitor 
Recommendation Memorandum described below, identify the Standing Committee participants 
for that case, and ensure that there are no conflicts among the Standing Committee Members.  
 
E. The Selection Process  
 

As set forth in the Morford Memorandum, a monitor must be selected based on the unique 
facts and circumstances of each matter and the merits of the individual candidate. Accordingly, 
the selection process should: (i) instill public confidence in the process; and (ii) result in the 
selection of a highly qualified person or entity, free of any actual or potential conflict of interest 
or appearance of a potential or actual conflict of interest, and suitable for the assignment at hand.  
To meet those objectives, the Criminal Division shall employ the following procedure7 in selecting 
a monitor, absent authorization from the Standing Committee to deviate from this process as 
described in Section F below: 
 

1. Nomination of Monitor Candidates: 
 

At the outset of the monitor selection process, counsel for the Company should be advised by 
the Criminal Division attorneys handling the matter to recommend a pool of three qualified 
monitor candidates.8  Within at least (20) business days after the execution of the Agreement, the 
Company should submit a written proposal identifying the monitor candidates, and, at a minimum, 
providing the following:  
 

                                                           
7  The selection process outlined in this Memorandum applies both to the selection of a monitor at the initiation of a 
monitorship and to the selection of a replacement monitor, where necessary. 
8  Any submission or selection of a monitor candidate by either the Company or the Criminal Division should be made 
without unlawful discrimination against any person or class of persons.   
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a. a description of each candidate’s qualifications and credentials in support of the 
evaluative considerations and factors listed below; 
 

b. a written certification by the Company that it will not employ or be affiliated with 
the monitor for a period of not less than two years from the date of the termination 
of the monitorship;  

 
c. a written certification by each of the candidates that he/she is not a current or recent 

(i.e., within the prior two years) employee, agent, or representative of the Company 
and holds no interest in, and has no relationship with, the Company, its subsidiaries, 
affiliates or related entities, or its employees, officers, or directors;  

 
d. a written certification by each of the candidates that he/she has notified any clients 

that the candidate represents in a matter involving the Criminal Division Section 
(or any other Department component) handling the monitor selection process, and 
that the candidate has either obtained a waiver from those clients or has withdrawn 
as counsel in the other matter(s); and  

 
e. A statement identifying the monitor candidate that is the Company’s first choice to 

serve as the monitor. 
 

2. Initial Review of Monitor Candidates:   
 

The Criminal Division attorneys handling the matter, along with supervisors from the Section, 
should promptly interview each monitor candidate to assess his/her qualifications, credentials and 
suitability for the assignment and, in conducting a review, should consider the following factors: 

 
a. each monitor candidate’s general background, education and training, professional 

experience, professional commendations and honors, licensing, reputation in the 
relevant professional community, and past experience as a monitor; 
 

b. each monitor candidate’s experience and expertise with the particular area(s) at 
issue in the case under consideration, and experience and expertise in applying the 
particular area(s) at issue in an organizational setting; 

 
c. each monitor candidate’s degree of objectivity and independence from the 

Company so as to ensure effective and impartial performance of the monitor’s 
duties; 

 
d. the adequacy and sufficiency of each monitor candidate’s resources to discharge 

the monitor’s responsibilities effectively; and 
 

e. any other factor determined by the Criminal Division attorneys, based on the 
circumstances, to relate to the qualifications and competency of each monitor 
candidate as they may relate to the tasks required by the monitor agreement and 
nature of the business organization to be monitored. 
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If the attorneys handling the matter and their supervisors decide that any or all of the three 
candidates lack the requisite qualifications, they should notify the Company and request that 
counsel for the Company propose another candidate or candidates within twenty (20) business 
days.9  Once the attorneys handling the matter conclude that the Company has provided a slate of 
three qualified candidates, they should conduct a review of those candidates and confer with their 
supervisors to determine which of the monitor candidates should be recommended to the Standing 
Committee.10 
 

3. Preparation of a Monitor Recommendation Memorandum:   
 

Once the attorneys handling the matter and their supervisors recommend a candidate, the 
selection process should be referred to the Standing Committee.  The attorneys handling the matter 
should prepare a written memorandum to the Standing Committee, in the format attached hereto.  
The memorandum should contain the following information: 
 

a. a brief statement of the underlying case; 
 

b. a description of the proposed disposition of the case, including the charges filed (if 
any); 

 
c. an explanation as to why a monitor is required in the case, based on the 

considerations set forth in this memorandum; 
 

d. a summary of the responsibilities of the monitor, and his/her term; 
 

e. a description of the process used to select the candidate; 
 

f. a description of the selected candidate’s qualifications, and why the selected 
candidate is being recommended;  

 
g. a description of countervailing considerations, if any, in selecting the candidate; 

 
h. a description of the other candidates put forward for consideration by the Company; 

and  
 

i. a signed certification, on the form attached hereto, by each of the Criminal Division 
attorneys involved in the monitor selection process that he/she has complied with 
the conflicts-of-interest guidelines set forth in 18 U.S.C Section 208, 5 C.F.R. Part 
2635, and 28 C.F.R. Part 45 in the selection of the candidate. 

 

                                                           
9 A Company may be granted a reasonable extension of time to propose an additional candidate or candidates if 
circumstances warrant an extension.  The attorneys handling the matter should advise the Standing Committee of any 
such extension.   
10 If the Criminal Division attorneys handling the matter, along with their supervisors, determine that the Company 
has not proposed and appears unwilling or unable to propose acceptable candidates, consistent with the guidance 
provided herein, and that the Company’s delay in proposing candidates is negatively impacting the Agreement or the 
prospective monitorship, then the attorneys may evaluate alternative candidates that they identify in consultation with 
the Standing Committee and provide a list of such candidates to the Company for consideration. 



 
 

7 
 

Copies of the Agreement and any other relevant documents reflecting the disposition of the 
matter must be attached to the Monitor Recommendation Memorandum and provided to the 
Standing Committee.  
 

4. Standing Committee Review of a Monitor Candidate:   
 

The Standing Committee shall review the recommendation set forth in the Monitor 
Recommendation Memorandum and vote whether or not to accept the recommendation.  In the 
course of making its decision, the Standing Committee may, in its discretion, interview one or 
more of the candidates put forward for consideration by the Company. 

 
If the Standing Committee accepts the recommended candidate, it should note its acceptance 

of the recommendation in writing on the Monitor Recommendation Memorandum and forward the 
memorandum to the AAG for ultimate submission to the Office of the Deputy Attorney General 
(“ODAG”).  In addition to noting its acceptance of the recommendation, the Standing Committee 
may also, where appropriate, revise the Memorandum. The Standing Committee’s 
recommendation should also include a written certification by the Deputy Designated Agency 
Ethics Official for the Criminal Division that the recommended candidate meets the ethical 
requirements for selection as a monitor, that the selection process utilized in approving the 
candidate was proper, and that the Government attorneys involved in the process acted in 
compliance with the conflict-of-interest guidelines set forth in 18 U.S.C. Section 208, 5 C.F.R. 
Part 2635, and 28 C.F.R. Part 45. 

 
If the Standing Committee rejects the recommended candidate, it should so inform the 

Criminal Division attorneys handling the matter and their supervisors of the rejection decision.  In 
this instance, the Criminal Division attorneys handling the matter, along with their supervisors, 
may either recommend an alternate candidate from the two remaining candidates proposed by the 
Company or, if necessary, obtain from the Company the names of additional qualified monitor 
candidates, as provided by Section E.1 above.  If the Standing Committee rejects the recommended 
candidate, or the pool of remaining candidates, the Criminal Division attorneys and their 
supervisors should notify the Company.  The Standing Committee also should return the Monitor 
Recommendation Memorandum and all attachments to the attorneys handling the matter. 

 
If the Standing Committee is unable to reach a majority decision regarding the proposed 

monitor candidate, the Standing Committee should so indicate on the Monitor Recommendation 
Memorandum and forward the Memorandum and all attachments to the Assistant Attorney 
General for the Criminal Division. 
 

5. Review by the Assistant Attorney General:   
 

Consistent with the terms of the Morford Memo, the AAG may not unilaterally make, accept, 
or veto the selection of a monitor candidate.  Rather, the AAG must review and consider the 
recommendation of the Standing Committee set forth in the Monitor Recommendation 
Memorandum.  In the course of doing so, the AAG may, in his/her discretion, request additional 
information from the Standing Committee and/or the Criminal Division attorneys handling the 
matter and their supervisors.  Additionally, the AAG may, in his/her discretion interview the 
candidate recommended by the Standing Committee.  The AAG should note his/her concurrence 
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or disagreement with the proposed candidate on the Monitor Recommendation Memorandum, or 
revise the memorandum to reflect this position, and forward the Monitor Recommendation 
Memorandum to the Office of the Deputy Attorney General (“ODAG”). 
 

6. Approval of the Office of the Deputy Attorney General:   
 

All monitor candidates selected pursuant to DPAs, NPAs, and plea agreements must be 
approved by the ODAG.   

 
If the ODAG does not approve the proposed monitor, the attorneys handling the matter should 

notify the Company and request that the Company propose a new candidate or slate of candidates 
as provided by Section E.1 above.  If the ODAG approves the proposed monitor, the attorneys 
handling the matter should notify the Company, which shall notify the three candidates of the 
decision, and the monitorship shall be executed according to the terms of the Agreement. 
 
F. Retention of Records Regarding Monitor Selection 
 

It should be the responsibility of the attorneys handling the matter to ensure that a copy of the 
Monitor Recommendation Memorandum, including attachments and documents reflecting the 
approval or disapproval of a candidate, is retained in the case file for the matter and that a second 
copy is provided to the Chair of the Standing Committee. 

 
The Chair of the Standing Committee should obtain and maintain an electronic copy of every 

Agreement which provides for a monitor.  
 
G. Departure from Policy and Procedure 
 

Given the fact that each case presents unique facts and circumstances, the monitor selection 
process must be practical and flexible. When the Criminal Division attorneys handling the case at 
issue conclude that the monitor selection process should be different from the process described 
herein, including when the Criminal Division attorneys propose using the process of a U.S. 
Attorney’s Office with which the Criminal Division is working on the case, the departure should 
be discussed and approved by the Standing Committee.  The Standing Committee can request 
additional information and/or a written request for a departure.11 
 

                                                           
11 Where appropriate, a court may also modify the monitor selection process in cases where the Agreement is filed 
with the court. 
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ATTORNEY GENERAL JEFF SESSION’S CHINA INITIATIVE FACT SHEET 
 
Background 
The Attorney General’s Initiative reflects the Department’s strategic priority of countering 
Chinese national security threats and reinforces the President’s overall national security strategy. 
The Initiative is launched against the background of previous findings by the Administration 
concerning China’s practices. In March 2018, the Office of the U.S. Trade Representative 
announced the results of a months’ long investigation of China’s trade practices under Section 
301 of the Trade Act of 1974. It concluded, among other things, that a combination of China’s 
practices are unreasonable, including its outbound investment policies and sponsorship of 
unauthorized computer intrusions, and that “[a] range of tools may be appropriate to address 
these serious matters.”   
In June 2018, the White House Office of Trade and Manufacturing Policy issued a report on 
“How China’s Economic Aggression Threatens the Technologies and Intellectual Property of the 
United States and the World,” documenting “the two major strategies and various acts, policies, 
and practices Chinese industrial policy uses in seeking to acquire the intellectual property and 
technologies of the world and to capture the emerging high-technology industries that will drive 
future economic growth.”  
The National Security Division (NSD) is responsible for countering nation state threats to the 
country’s critical infrastructure and private sector. In addition to identifying and prosecuting 
those engaged in trade secret theft, hacking and economic espionage, the initiative will increase 
efforts to protect our critical infrastructure against external threats including foreign direct 
investment, supply chain threats and the foreign agents seeking to influence the American public 
and policymakers without proper registration.  

Statements 
Attorney General Jeff Sessions 
Chinese economic espionage against the United States has been increasing—and it has been 
increasing rapidly.  Enough is enough.  We’re not going to take it anymore.  I have ordered the 
creation of a China Initiative led by Assistant Attorney General John Demers and composed of a 
senior FBI Executive, five United States Attorneys including Alex, and several other Department 
of Justice leaders and officials, including Assistant Attorney General Benczkowski.  This 
Initiative will identify priority Chinese trade theft cases, ensure that we have enough resources 
dedicated to them, and make sure that we bring them to an appropriate conclusion quickly and 
effectively. 

Assistant Attorney for National Security John C. Demers 
“China wants the fruits of America’s brainpower to harvest the seeds of its planned economic 
dominance.  Preventing this from happening will take all of us, here at the Justice Department, 
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across the U.S. government, and within the private sector.  With the Attorney General’s 
initiative, we will confront China’s malign behaviors and encourage them to conduct themselves 
as they aspire to be: one of the world’s leading nations.”               

Assistant Attorney General Brian Benczkowski 
“To counter the threat of Chinese malign economic aggression, prosecutors in the Criminal 
Division are redoubling our efforts to aggressively investigate Chinese companies and 
individuals for theft of trade secrets,” said Assistant Attorney General Brian Benczkowski. “We 
will work hard to do our part, in partnership with other Department components, to assure 
fairness in the global economic system.” 

FBI Director Christopher Wray 
"No country presents a broader, more severe threat to our ideas, our innovation, and our 
economic security than China," said FBI Director Christopher Wray. "The Chinese government 
is determined to acquire American technology, and they’re willing use a variety of means to do 
that – from foreign investments, corporate acquisitions, and cyber intrusions to obtaining the 
services of current or former company employees to get inside information.  If China acquires an 
American company's most important technology – the very technology that makes it the leader in 
a field – that company will suffer severe losses, and our national security could even be 
impacted.  We are committed to continuing to work closely with our federal, state, local, and 
private sector partners to counter this threat from China." 

US Attorneys in Working Group 
• Andrew E. Lelling (District of Massachusetts) 
• Jay E. Town (Northern District of Alabama) 
• Alex G. Tse (Northern District of California) 
• Richard P. Donoghue (Eastern District of New York) 
• Erin Nealy Cox (Northern District of Texas) 

Components of Initiative 
The Attorney General has set the following goals for the Initiative:  
— Identify priority trade secret theft cases, ensure that investigations are adequately resourced; 
and work to bring them to fruition in a timely manner and according to the facts and applicable 
law;  
— Develop an enforcement strategy concerning non-traditional collectors (e.g., researchers in 
labs, universities, and the defense industrial base) that are being coopted into transferring 
technology contrary to U.S. interests; 
— Educate colleges and universities about potential threats to academic freedom and open 
discourse from influence efforts on campus; 
— Apply the Foreign Agents Registration Act to unregistered agents seeking to advance China’s 
political agenda, bringing enforcement actions when appropriate;  
—Equip the nation’s U.S. Attorneys with intelligence and materials they can use to raise 
awareness of these threats within their Districts and support their outreach efforts;  
-- Implement the Foreign Investment Risk Review Modernization Act (FIRMA) for DOJ 
(including by working with Treasury to develop regulations under the statute and prepare for 
increased workflow); 
— Identify opportunities to better address supply chain threats, especially ones impacting the 
telecommunications sector, prior to the transition to 5G networks; 



— Identify Foreign Corrupt Practices Act (FCPA) cases involving Chinese companies that 
compete with American businesses; 
—Increase efforts to improve Chinese responses to requests under the Mutual Legal Assistance 
Agreement (MLAA) with the United States; and 
— Evaluate whether additional legislative and administrative authorities are required to protect 
our national assets from foreign economic aggression. 
To launch the initiative, Assistant Attorney General Demers will convene a meeting of the 
above-mentioned U.S. Attorneys, senior FBI officials, and his counterpart in the Criminal 
Division, Assistant Attorney General Brian Benczkowski.   
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